How to Create a Group Policy to Delete Old User Accounts

Step 1
Search “Edit Group Policy” in your search bar.
Step 2
Select Administrative Templates under Computer Configuration
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Select System in the right pane
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Select “User Profiles
(=] Local Group Policy Editor - m] X

File Action View Help

LI EIN R ¢

=/ Local ComputerPolicy | [T gugtem

v & Computer Configuration

> [ Software Settings User Profiles S?tting .
> [Z] Windows Settings 3_ Scripts
v [7] Administrative Templs (] Server Manager
> [ Control Panel [] Shutdown
> ] Network [] Shutdown Options
[ Printers [ Storage Health
[ Server [] System Restore
> [ Start Menu and Ta [] Troubleshooting and Diagnostics
> [ System [ Trusted Platform Module Services
» (] Windows Compor b { User Profiles

[Z: Al Settings

[] Windows File Protection
> & User Configuration

[] Windows Time Service

/| Download missing COM components

Allow Distributed Link Tracking clients to use domain resou
Do not automatically encrypt files moved to encrypted fold
=] Do not turn off system power after a Windows system shutc
Enable Persistent Time Stamp

Activate Shutdown Event Tracker System State Data feature .
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Step 5

Select “Delete user profile older than a specified number of days on system restart”



'=[ Local Group Policy Editor

File Action View Help

e nEl I EHET

<

] Kerberos A
[7] Kernel DMA
[ Locale Servi
[7] Logon

[7] Mitigation ¢
[} NetLogon
[7] OSPolicies
] PIN Comple
7] Power Man
[ ] Recovery
] Remote Ass
"] Remote Pro
] Removable
[ Scripts

[ Server Mani
[} Shutdown
[ Shutdown (
[7] Storage He:
[7] System Resl
[ Troublesho
[ Trusted Plat
| User Profile v

v

v

v

>

Delete user profiles older than a Setting A
restallfr‘t'e" number of days on system |iz| Add the Administrators security group to roaming user prof

@ Delete user profiles older than a specified number of days on sy

Edit policy setting A =] Do not check for user ownership of Roaming Profile Folders
| Delete cached copies of roaming profiles

Turn off the advertising ID

Do not forcefully unload the users registry at user logoff

Disable detection of slow network connections

Requirements:
At least Windows Vista

Description:

This policy setting allows an
administrator to automatically
delete user profiles on system
restart that have not been used
within a specified number of days.
Note: One day is interpreted as 24
hours after a specific user profile
was accessed.

Prompt user when a slow network connection is detected
Leave Windows Installer and Group Policy Software Installat
Only allow local user profiles

Set roaming profile path for all users logging onto this com
Download roaming profiles on primary computers only
Establish timeout value for dialog boxes

Do not log users on with temporary profiles

Maximum retries to unload and update user profile
Prevent Roaming Profile changes from propagating to the <
iz| Wait for remote user profile

If you enable this policy setting,
the User Profile Service will
automatically delete on the next
system restart all user profiles on
the computer that have not been
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Step 6

Step 7

Select policy setting

Enable the policy and change the days desired. Then click Apply.
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O Not Configured Comment:
(®) Enabled
(O Disabled
Supported on: [ At jeast Windows Vista
Opticns: Help:
Delete user profiles older than (days) This policy settipg allows an administrator to automatically
delete user profiles on system restart that have not been used
30 E within a specified number of days. Note: One day is interpreted

as 24 hours after a specific user profile was accessed.

If you enable this policy setting, the User Profile Service will
automatically delete on the next system restart all user profiles
on the computer that have not been used within the specified
number of days.

If you disable or do not configure this policy setting, User Profile
Service will not automatically delete any profiles on the next
system restart.
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